Cybersecurity (L11LA11)

Student Name: 


     
 
 Banner:  


General Education Core
	Passed QVCC
	S/W/T
	Dept. & No.
	Title of Course
	Cr.

	Communication Skills 9 Credits

	
	
	ENG*
       101  
	Composition
	

	
	
	ENG*       
202
	Technical Writing
	

	
	
	COM*      173
	Public Speaking
	

	Humanities 3 Credits

	
	
	
	Humanities Elective
	

	Math/Science 9 Credits

	
	
	MAT*      137
	Intermediate Algebra
	

	
	
	
	Science Elective
	

	
	
	
	Science Elective
	

	Social Sciences 6 Credits

	
	
	
	Social Science Elective
	

	
	
	
	Social science Elective
	


S  = substituted   W = waived   T  = transferred

Advisor:  




         
Date: 

 
Program Core
	Passed QVCC
	S/W/T
	Dept. & No.
	Title of Course
	Cr.

	
	
	CSC*      124
	Prog. Logic & Design w/Python
	

	
	
	CST*      130
	Network Essentials I
	

	
	
	CST*      170
	Intro. To Local Area Networks
	

	
	
	CST*      247
	Information Assurance and Risk Management
	

	
	
	CST*      263
	Computer Forensics & Network Intrusions  
	

	
	
	CST*      266
	Linux Fundamentals
	

	
	
	CST*      267
	Ethical Hack & Network Defense
	

	
	
	CST* 
 270
	Network Security Fundamentals
	

	
	
	CST*
      275
	Information Security
	

	
	
	
	Technical Elective++
	

	
	
	
	Technical Elective++
	

	Total Program Credits
	60


Graduation Requirements:


High School Diploma or GED or equivalent


G.P.A. of 2.0


ENG/MAT developmental sequence or satisfactory placement on Basic Skills Assessment.


Completion of at least 25 percent of the minimum credit requirements through coursework at QVCC.


For second degree at least 25 percent of coursework used in second curriculum must be unique to the second curriculum.  Completion of a second option 





Course Notes:


++ Courses to be selected from the following areas: CSA*, CSC*, and/or CST*





















Effective Fall 2018

